Phishing Attacks!

A Phish is an email sent by a cyber
criminal to trick you into clicking an
unsafe link or file. Always be on the
lookout for phishing attacks.
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attachment could also take you
to a dangerous phising site. Be
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